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PURPOSE AND SCOPE

Step Ahead values freedom of speech and the expansion of beliefs/ideology as fundamental
rights underpinning our society's values. Learners and staff have the right to speak freely and
voice their opinions. However, freedom of speech comeswithresponsibility,andfree speech
designedtomanipulate thevulnerable or thatlead to violence and harm of others goes against
the moral principlesin which freedom of speechis valued. Free speechis not an unqualified
privilege;itis subject tolaws and policies governing data protection, humanrights, equality,
community safety and community cohesion.

The threat from terrorismin the UK may include exploiting vulnerable people, involving themin
terrorism, orin activity that supports terrorism. The normalisation of extreme views might also
make individuals vulnerable to future manipulation and exploitation. Step Ahead s clear that this
exploitation andradicalisation should be viewed as a safeguarding concern.

StepAheadseekstoprotectindividuals against the messages of allviolent extremism, including,
butnotlimited to, thoselinkedtolslamistideology, or FarRight/Neo Nazi/White Supremacist
ideology, Irish Nationalist and Loyalist paramilitary groups, and extremist Animal Rights
movements.

POLICY

The SeniorManagement Team and the Designated Safeguarding Lead (DSL) will assess the level
of risk within the service and put actionsin place toreduce thatrisk. Risk assessment may
include curriculum content, a provision or service explicitly targeting vulnerable groups,
disclosed safeguarding cases, anti-bullying policy, and otherissues specific to the service’s
profile, community and philosophy.

DesignatedPersonsand Contacts

When a staff member has any concerns that a candidate/learner may be at risk of becoming
radicalised orinvolvementin terrorism, they should speak with the Designated Safeguarding
Leadresponsible forsafeguarding individuals from radicalisation and involvementin terrorism.

Additional contacts include the following:

o Toreportillegalcontent, suchasinformation, pictures orvideos found ontheinternet, go
to https://act.campaign.gov.uk/;

e Toreport concerns, callthe Police Anti-Terrorist Hotline number: 0800 789 321;

o [facrimeisbeingcommitted orthereisathreattosomeone’slife, call 999 immediately.

Interventions

Several factors caninfluence the range of behaviours defined as violent extremism, but most
people donotbecomeinvolvedin extremist action. For thisreason, the appropriate
interventionsin any particular case may not have any specific connection to the threat of
radicalisation, forexample, they may address mental health, relationship or drug/alcoholissues.
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Indicators of vulnerability toradicalisation

1. Radicalisationreferstotheprocessbywhichapersoncomestosupportterrorismand
forms of extremism leading to terrorism.
2. The Government defines extremismin the Prevent Strategy as:

a)

b)

Vocal or active opposition to fundamental British values, including democracy,
the rule of law, individual liberty and mutual respect and tolerance of different faiths
and beliefs.

We alsoincludein our definition that extremism calls for the death of members of our
armed forces, whetherin this country or overseas.

3. The Crown Prosecution Service defines extremism as:
The demonstration of unacceptable behaviour by using any means or medium to express
views which:

a)
b)
C)

d)

Encourage, justify or glorify terrorist violence in furtherance of particular beliefs;
Seektoprovoke otherstoterrorist acts;

Encourage other serious criminal activity or seek to provoke others to serious criminal
acts;

Fosterhatred which might lead to inter-community violence in the UK.

Thereisno such thing as a "typical extremist": those who become involved in extremist actions
come from arange of backgrounds and experiences, and most individuals, even those who hold
radical views, do notbecome engaged in violent extremist activity.

Learners can become susceptible to radicalisation through arange of personal, social and
environmental factors; itis known that violent extremists target and exploit vulnerabilities in
individuals to drive awedge between them and their families and communities. Therefore, staff
must be able torecognise those vulnerabilities.

Indicators of vulnerability include:

Identity Crisis — the personis distanced from their cultural/religious heritage and
experiences discomfort about their place in society;

Personal Crisis —the person may be experiencing family tensions, a sense of
isolation, and low self- esteem, they may have dissociated from their existing
friendship group and becomeinvolved with a new and different group of friends,
they may be searching for answers to questions about identity, faith and belonging;
Personal Circumstances — migration, local community tensions, and events
affecting the person's country orregion of origin may contribute to a sense of
grievance thatis triggered by personal experience of racism or discrimination or
aspects of Government policy;

Unmet Aspirations —the person may have perceptions of injustice, a feeling of
failure, rejection of civic life;

Experiences of Criminality — which may include involvement with criminal groups,
imprisonment, and poorresettlement/reintegration;

Learning SupportNeeds — learners may experience difficulties with socialinteraction,
empathywith others,understandingthe consequencesoftheiractionsand
awareness of the motivations of others.

This list is not exhaustive, nor does it mean that all people experiencing the above are at
risk of radicalisation for the purposes of violent extremism.
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Morecriticalrisk factorscouldinclude:

e Beingincontact with extremist recruiters;

e Accessingviolent extremist websites, especially those with a social networking
element;

e Possessingoraccessingviolent extremist literature;

e Usingextremistnarrativesandaglobalideologytoexplain personaldisadvantage;

e Justifyingtheuse of violence to solve societal issues;

e Joiningorseekingtojoinextremist organisations;

e Significantchangestoappearance and/orbehaviour;

e Experiencingahighlevelof socialisolationresultinginissues of identity crisisand/or
personal Crisis.

Training

The Designated Safeguarding Lead will attend training courses as necessary; atleast every two
years, this will include training on extremism and radicalisation and its safeguarding implications.

All staff will receive training on The Prevent Duty and its context within safeguarding during their
company induction which will be refreshed annually.

Recruitment
The arrangements forrecruiting all staff to the company include but are not be limited to:

e EnsuringthatDBSchecks are always made atthe appropriatelevel,
e Thatreferencesarealwaysreceivedandchecked;and
e Thatwecompleteandmaintainasingle centralrecord of suchvetting checks.

Wewillapply saferrecruitmentbest practice principlesand sound employment practicein
generaland,indoing so, willdeny opportunities forinappropriate recruitment.

We will be alert to the possibility that persons may seek to gain positions within our organisation
toundulyinfluence our company character and ethos. In addition, we are aware that such
persons may seek to limit the opportunities for ourlearners, thereby rendering them vulnerable
to extremist views andradicalisation as a consequence.

By adhering to saferrecruitment best practice techniques and ensuring that there is an ongoing
culture of vigilance within our organisation, we will minimise the opportunities for extremist views
to prevail.

RELATED POLICIES AND DOCUMENTS

e Equality, Diversity andInclusion Policy
e  Grievance Procedure

e Safeguarding Policy

e ModernSlaveryPolicy

e  Whistleblowing Policy
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